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Executive summary  

This deliverable provides an overview of the GuardAI website which is designed to 

share essential information about the project, its goals, use cases, Consortium 

members, and ongoing developments, while also engaging stakeholders and 

supporting efficient dissemination of results and updates. 

The website features the following sections: 

• About – Detailing the project’s goals, objectives, concept, work packages, and 

anticipated outcomes, 

• Use Cases – Where comprehensive descriptions of the three use cases are 

given, highlighting their scenarios, attack surfaces, and innovative approaches. 

• Consortium – Introducing project members, including their logos and concise 

descriptions, 

• Publications – The publications of project results in peer-reviewed 

conferences and journals 

• News – Updates on project activities and events. 

• Communication – Includes material such as press releases, blog articles, as 

well as project’s brochure, posters or videos. 

• Synergies – Specific synergies with other EU projects, stakeholders and Key 

European Initiatives on AI. 

• Contact – An interactive contact form and direct communication details for 

project coordinators. 

The website is implemented using a visually appealing design with user-friendly 

navigation, social media integration and data privacy protection measures according 

to GDPR. It enhances accessibility and engagement through its simple design, 

inclusion of Consortium member logos and multimedia links. 

This report includes screenshots, descriptions of the website’s sections and a 

description of its functionality.  
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1. Introduction 

The project website serves as the main communication hub presenting the project’s 

objectives and progress and facilitating communication with the project Consortium. 

This deliverable provides an overview of the website’s structure, content, and 

functionality, with accompanying screenshots illustrating its key features. 

1.1. Website Structure and Content 

1.1.1. Home 

The homepage (https://www.kios.ucy.ac.cy/guardai/) provides a concise introduction 

to the project, including: 

• A brief overview of the project’s mission and goals (Figure 1), 

• Summaries of the three use cases being developed during the project 

(Figure 2), 

• Visual representation of all Consortium members (Figure 3), and 

• Footer which includes links to all major website sections, social media 

links (X, YouTube, LinkedIn) and direct link to the privacy policy (Figure 4). 

 
Figure 1: GuardAI’s statement 

 

 
Figure 2: Brief description of Use Cases 

 

https://www.kios.ucy.ac.cy/guardai/
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Figure 3: Consortium member logos 

 

 
Figure 4: Website footer 

 

1.1.2. About 

This section elaborates on the foundational aspects of the project consisting of: 

• The challenges that will be addressed (Figure 5), 

• The overarching aim of the project and specific objectives (Figure 6), 

• Explanation of the innovative ideas driving the project and the approach to be 

followed (Figure 7), 

• Descriptions of the work packages, their scope and leader (Figure 8), and 

• Highlighted achievements anticipated at the end of the project (Figure 9). 

 
Figure 5: Challenges that GuardAI addresses 
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Figure 6: GuardAI’s goal and objectives 

 

 
Figure 7: GuardAI’s approach 

 

 
Figure 8: GuardAI’s work packages 
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Figure 9: GuardAI’s strategic vision for impact 

 

This information is divided into three subpages, i.e., 

• Concept: https://www.kios.ucy.ac.cy/guardai/concept/ 

• Work Packages: https://www.kios.ucy.ac.cy/guardai/work-packages/ 

• Impact: https://www.kios.ucy.ac.cy/guardai/impact/ 

which are accessible by hovering over “About” tab (Figure 10). 

 
Figure 10: Subpages to better illustrate key information about the project 

 

1.1.3. Use Cases 

This page (https://www.kios.ucy.ac.cy/guardai/use-cases/) elaborates on the three use 

cases (Figure 11 – Figure 14) by providing additional and structured details including: 

• A high-level description, 

• The identification of potential vulnerabilities and scenarios addressed within the 

project, and 

• The specific advancements and contributions each use case aims to achieve. 

 
Figure 11: GuardAI’s focus areas for the use cases 

 

https://www.kios.ucy.ac.cy/guardai/concept/
https://www.kios.ucy.ac.cy/guardai/work-packages/
https://www.kios.ucy.ac.cy/guardai/impact/
https://www.kios.ucy.ac.cy/guardai/use-cases/
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Figure 12: GuardAI’s Use Case 1 

 

 
Figure 13: GuardAI’s Use Case 2 

 

 
Figure 14: GuardAI’s Use Case 3 

 

1.1.4. Consortium 

This page (https://www.kios.ucy.ac.cy/guardai/consortium/) introduces GuardAI’s 

Consortium members by providing high-resolution logos for easy recognition of each 

Consortium member, along with brief information about the expertise and role of each 

partner in the project. 

https://www.kios.ucy.ac.cy/guardai/consortium/
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Figure 15: Consortium members’ logos and description 

 

1.1.5. News 

This section (https://www.kios.ucy.ac.cy/guardai/news/) will feature announcements 

related to the project as it progresses, such as updates on plenary meetings and the 

achievement of major milestones (Figure 16). 

 
Figure 16: News page 

 

1.1.6. Publications 

This page (https://www.kios.ucy.ac.cy/guardai/publications/) will host all project-related 

publications, including links to open access peer-reviewed journal articles and 

conference proceedings, as well as deliverables (as appropriate) and public reports 

(Figure 17). 

 
Figure 17: Publications page 

 

1.1.7. Communication 

This page (https://www.kios.ucy.ac.cy/guardai/communication/) will include press 

releases, blog articles, and communication material such as the project’s brochure, 

posters or videos to maximize the reach of project activities and therefore its impact 

(Figure 18). 

https://www.kios.ucy.ac.cy/guardai/news/
https://www.kios.ucy.ac.cy/guardai/publications/
https://www.kios.ucy.ac.cy/guardai/communication/
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Figure 18: Communications page 

 

1.1.8. Synergies 

This page (https://www.kios.ucy.ac.cy/guardai/synergies/) will report specific synergies 

with other EU projects and Key European Initiatives on AI as the project progresses 

(Figure 19). 

 
Figure 19: Synergies page 

 

1.1.9. Contact 

A dedicated page (https://www.kios.ucy.ac.cy/guardai/contact/) has been created for 

communication where Users can reach the project coordinators by submitting their 

name, email, and message. A checkbox option ensures that the Users have been 

informed on the privacy policy prior to submitting their message. Furthermore, direct 

email and phone contact details of project coordinators are available (Figure 20). 

 

 
Figure 20: Contact page 

https://www.kios.ucy.ac.cy/guardai/synergies/
https://www.kios.ucy.ac.cy/guardai/contact/
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1.2. Functionality 

The project website is developed to provide a user-friendly interface that is also 

appealing to the visitors. It has a clear navigation panel to allow the user to easily 

navigate the website and its major sections. These are also easily accessible from the 

main menu bar (Figure 21) as well as the quick links provided at the bottom of each 

page (Figure 4). 

 
Figure 21: Main menu bar available at all pages 

Social media platforms including X (https://x.com/GuardAI_EU), YouTube 

(https://www.youtube.com/@GuardAI-EU), and LinkedIn 

(https://www.linkedin.com/company/guardai-eu-project) have been created and 

incorporated on the website (Figure 22) to increase communication channels and 

therefore interaction with the broader audience and key stakeholders.  

 
Figure 22: Links to social media platforms 

The pages “News” and “Publications” are used to communicate the developments of 

the project as well as disseminate the relevant publications, respectively. 

Consequently, the content on these pages will be informed regularly to make sure that 

it is always up to date and relevant to project activities. 

The interactive contact form helps in establishing a good means of communication with 

the project coordinators, providing an additional layer of user engagement. The design 

of the website makes it suitable for use on different devices (including desktops, tablets 

and mobile phones). 

In the future, the website’s main menu bar will provide access to the Knowledge Hub 

portal (K4AI), which will include materials related to secure and resilient AI that will be 

developed during the project. 

The website will be continuously updated, and the present deliverable reflects the 

website at the time of submission. 

 

1.3. Data Protection Policy 

To build user trust and ensure transparency in the handling of data, the site complies 

with GDPR requirements, with the adopted data protection policy (Figure 23), being 

clearly stated in the site, and accessible to the user via a dedicated links at the footer 

of each page and the “Contact” page (Figure 4 and Figure 20). 

 

https://x.com/GuardAI_EU
https://www.youtube.com/@GuardAI-EU
https://www.linkedin.com/company/guardai-eu-project
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Figure 23: Privacy policy of the project’s website 

 


